
















If a bespoke survey is administered through a tailored link, then an individual’s email address is collected 
and attached to his/her survey responses. All respondents are advised of this before commencing the 
survey. They are also advised of the procedures SPRG takes at the close of the survey to separate the 
email addresses from survey responses, and delete this personal information.  

Sensitive data. Under the Privacy Act (1988), sensitive data are a subset of personal information which is 
generally afforded a higher level of protection under the APPs. Bespoke surveys generally do not collect 
sensitive information, however it is possible for a sponsor to request the collection of information such 
as:   

• racial or ethnic origin  
• sexual orientation  
• health information.  

Information collection. This information may be used to inform workplace policies and practices, such as 
those related to identified diversity groups. The aims of these surveys are aligned with the statutory 
responsibilities of the APSC under the Public Service Act 1999 (see Section 1 above). They are designed 
to: 

• Develop, promote, review and evaluate APS employment policies and practices 
• Facilitate continuous improvement in people management throughout the APS 
• Provide advice and assistance on public service m 
• atters to entities 

Survey data are collected through Qualtrics or Microsoft Forms software via either a tailored survey link 
or a generic link. WR&A team prepare the survey in consultation with the sponsor. 

Respondents’ ability to access their responses depends on the style of administration:  

• For bespoke surveys with unique survey links, a respondent can gain access to his/her responses 
during the survey administration period by logging back in.  

• For bespoke surveys administered through a general survey link,  no identifying details are collected 
with the individual’s data. The individual cannot gain access to his/her responses. 

Bespoke surveys often include free-text questions that allow participants to provide written responses. 
Participants may provide unsolicited personal information, such as the name of a colleague or 
supervisor. The WR&A team within SPRG does not use any unsolicited personal information in research 
or reporting. Furthermore, all free-text responses are screened and unsolicited personal information is 
redacted before data are provided to sponsors.  


































